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Foreword
As minors are the future of a country and the hope of a nation, the CPC Central Committee with Xi Jinping at the core has always placed great emphasis on their healthy development. The CPC demonstrates unwavering commitment to protecting minors and has added an important part of fostering stronger family ties, values, and traditions and raising the intellectual and moral standards of minors in the Report to the Party’s 20th National Congress of the Communist Party of China to “build cultural confidence and strength and secure new successes in developing socialist culture”. 

Since minors are growing with the fast-developing internet industry, changes are inevitable. According to the Statistical Report on China’s Development of Internet, the number of netizens in China reached 1,032 million, and the internet penetration rate stood at 73.0 percent as of the end of 2021. The minor users recorded 183 million, with the internet availability to 96.8 percent of them and 23.8 percentage points higher than that of all netizens. Minors growing up in an age of in-depth development of digital, internet-powered, and intelligent applications are known as a new generation of “digital natives”. The internet has become the “six sense” of contemporary minors and part of their lives, and offers them a space to grow. How to strengthen the protection of minors on the internet has become a key issue in protecting them. Therefore, the Law on the Protection of Minors (the Law) has added a special chapter of “Protection on the Internet” to focus on the internet literacy education for minors, internet information management, prevention of and response to internet addiction, personal information protection, and prevention of and response to cyberbullying. By reinforcing the responsibility of the state, society, school, and family, the Law will further protect the rights and interests of minors. 

In advancing the law-based cyberspace governance, we, the Beijing Internet Court (our Court), always attach great importance to the great significance of judicial protection of minors in the new era, strengthens its sense of mission and responsibility and have the courage to reform and blaze new trails. Under the requirements of the Supreme People’s Court and the Beijing High People’s Court, we have inaugurated the first internet juvenile court in the country and launched the “Guard the Future (首互未来)”, a brand for judicial protection of minors on the internet to safeguard minors’ rights and interests in cyberspace.

I. Trial of Minor-related Cases Over the Year and Its Main Characteristics

From June 2022 to May 2023, our Court accepted a total of 143 civil disputes involving minors. All of them were tried by the juvenile tribunal.

(I) Trial Overview

In terms of the trend of case acceptance, the number of cases is increasing year by year. Our Court accepted 12 cases involving minors in 2019, 38 cases in 2020, 50 cases in 2021, 123 cases in 2022, and 49 cases from January to May 2023.

In terms of dispute type, the causes of action were highly concentrated. Of the 143 cases accepted from June 2022 to May 2023, 54 were disputes over network service contracts, accounting for 38.4 percent, mainly involving game recharge and live streaming rewards; 38 were disputes over network tort liability, accounting for 26.6 percent, mainly involving infringement upon reputation and portrait rights; 50 were disputes over sales contracts on the information network, accounting for 35 percent.

In terms of litigation status, minors were mostly plaintiffs. Among the 143 cases, minors were plaintiffs in 81 cases, defendants in 51 cases, and both plaintiffs and defendants in five cases, indicating a high level of awareness of right protection of minors and their guardians. In addition, in some cases, minors were not parties to the case, but were involved as outsiders.

In terms of how the cases were closed, the cases were mainly closed by mediation and withdrawal. Of the cases closed by our Court from June 2022 to May 2023, 91.4 percent were withdrawn after mediation and reconciliation, showing notable results in dispute settlement in minor-involved cases; six cases were concluded by judgment, including five cases in which minors were plaintiffs and one case in which the minor is an outsider.

(II) Main Characteristics

1. There were diverse types of cases, reflecting the activeness of minors online.

From the perspective of the causes of minor-involved cases, disputes mainly arose from recharge and rewards, online shopping, online speech, etc., reflecting minors were active on the internet. Among them, there were 42 cases on recharge and rewards, accounting for 29.4 percent and including 27 cases of game recharge, 14 cases of live streaming rewards and one case on other recharge. In these cases, the plaintiffs mostly advocated that the recharge of minors not take effect and demanded a refund of the recharge. There were 50 cases of online shopping, accounting for 35 percent. In these cases, minors were mostly buyers and claimed that the seller should bear the liability for breach of contract and fraud, etc. There were also some cases in which the minor was the operator of an online shop and became the defendant for selling defective products. There were 28 cases of infringement upon personality rights due to improper online speech, accounting for 19.6 percent, including 18 cases of infringement upon reputation rights, eight cases of infringement upon portrait rights, and two cases of infringement upon privacy rights. Most of these cases occurred on social media because of the infringing speech of minors or others’ speech infringing rights and interests of minors. Besides, there were also cases of disputes involving infringement upon minors’ right to life, health, inheritance, and other rights.

The popularization of smart mobile devices provides the basic condition for the active online behaviors of minors. The minors involved in the cases had easy access to internet devices, mainly smart mobile devices such as smartphones and iPads. In the cases, many minors had their personal mobile phones. There were also cases where minors registered accounts and purchased products with phone cards in the smartwatch.

2. The highest amount of subject matter in recharge and reward cases reflects that minors still mainly pay for entertainment on the internet.

According to statistics, the amount of subject matter in minor-related cases ranged from RMB 1 yuan to RMB 1.86 million yuan. The dispute with the lowest amount of subject matter is a dispute over infringement upon reputation rights, in which RMB 1 yuan was claimed for compensation for mental damage, while the one with the highest amount of subject matter is a dispute over infringement upon the right to life and health, in which a total compensation of RMB 1.86 million was claimed. Generally, the amount of subject matter in recharge and reward cases is the highest, with the average subject matter amount of game recharge cases being RMB 25622.6 yuan and that of live streaming reward cases being RMB 62877.7 yuan. Of these recharge and reward cases, 4 have a subject matter amount of over RMB 100,000 yuan. The average subject matter amount of online shopping cases is relatively low, being RMB 207.7 yuan. In disputes over personality rights, the parties mostly claimed for an apology and mental compensation.

3. Infringement upon minors’ personality rights continues to increase, and the rights of minors are especially prone to be infringed.

In the past year, our Court accepted ten cases of infringement upon personality rights more than previous year, a year-on-year increase of 111 percent. Among them, minors were plaintiffs in 12 cases, defendants in two cases, and both plaintiffs and defendants in five cases. On the one hand, where minors were victims, their personality rights subject to infringement were mainly reputation rights and may also involve portrait rights, privacy rights, personal information rights, etc. On the other hand, where minors were tortfeasors, some disputes first occurred offline on campus and then evolved to abuse and slander against peers online or even tended to become cyber bullying in serious circumstances; while some were triggered by social conflicts on the internet, which eventually led to infringement under the influence of “fan culture”, “Internet Memes”, and other factors. There were also cases reflecting minors infringed upon the rights of corporate reputation. From the perspective of the platform where infringement took place, social platforms such as Weibo, WeChat groups, and QQ groups were the main places where minors infringed upon personality rights on the internet.

4. The tendency shows that parties to internet-related disputes are becoming younger, and there are differences in their right protection ability.

According to data, the minors involved in the cases were apparently young. Among these cases, there are 39 where a party was under the age of ten, accounting for 27.3 percent, and the youngest was only six years old. It has become a manifest tendency in judicial disputes that minors are having access to the internet at a younger age. At the same time, the cases also reflected the differences in the minors’ ability of right protection. First, there was a relatively higher rate of litigation involvement by minors in urban areas, while the problem of minors in rural areas suffering from online fraud was more prominent. Due to factors such as economic development, the popularity of smart devices, and litigation capacity, there were 127 cases involving minors in urban areas, accounting for 88.8 percent, significantly higher than the proportion of rural areas. The cases also suggest that minors in rural areas are more likely to be the potential targets of online fraud, as two of the 16 cases involving minors in rural areas resulted from online fraud. Second, there was a significant increase in the number of minors raised by grandparents involved in recharge and reward disputes, and their ability of right protection was relatively weaker. Of the cases accepted by our Court, 11 involved minors paying for recharge or rewards when they were raised by grandparents, accounting for 26.2 percent of recharge or reward cases, up 10 percentage points year on year. The ability of right protection of this group of people is relatively weak, particularly in the determination of litigation subject, the selection of cause of case, and the ability of evidence production.

5. Network service providers were frequently involved in lawsuits and had a strong willingness to resort to mediation.

Of the accepted case, 96 were cases where network service providers were defendants, accounting for 67.1 percent. The disputes mainly took place in such fields as entertainment consumption, online shopping, and social networking. Network service providers showed the following characteristics in minor-involved cases. First, the service types are extensive. The online platforms involved in the cases included 33 short video and live streaming platforms, 36 online game platforms, 55 online shopping platforms, and four online social platforms. Among them, online shopping platforms were involved in the most cases. An online shop opened by a minor on the platform caused 47 online shopping disputes. In addition to massively multiplayer online games and other common entertainment platforms, casual and puzzle game platforms also became a major attraction for game recharge by minors, with a maximum recharge amount of over RMB 400,000 yuan and nine cases involved. “Mini-games” sparked “mass disputes” and “multiple disputes”. At the same time, new social platforms also affected minors. For example, we have accepted several recharge and reward disputes caused by news apps for voice chatting and making friends. Second, most network service providers had the awareness of minor protection and the corresponding working mechanisms. Through trial, we found the platforms generally defended that they had established an effective mode for minors or clear channels for handling complaints involving minors, and that 24 percent of network service providers submitted relevant evidence. Third, network service providers had a strong willingness to resort to mediation. In minor-involved cases, the platforms were active to mediate and negotiate with the minors. 74 percent of the disputes were resolved through mediation, alleviating the litigation costs and burden of proof of the minors.

6. Increasing complexity in litigation subjects makes the protection of minors’ rights more difficult.

With the ever-developing industry, more diverse types of network services, and a wider range of subjects related to network services, litigation subjects and legal relationships are becoming more complex, increasing the difficulty in minors’ right protection. Apart from minors and network service providers, relevant subjects in the cases also include streamers who provide live streaming content services, third parties who provide technical or other support for network service providers, and app market operators who provide listing and download services, making the refund process more complex since when asking for a refund of the recharge or rewards, minors may need to make requests to multiple subjects. Refund was even harder in some cases as the recharge of the minors had been redeemed for gifts and sent to other ordinary network users.
II. Issues Regarding the Protection of Minors' Online Rights and Interests Revealed by the Case
Insufficient Awareness and Capacity among Minors Regarding the Scientific, Civilized, Secure, and Rational Use of the Internet, with Room for Improvement in Internet Literacy
Due to its openness, interactivity, and equality, the internet provides minors with a personalized and free space for expression and action. However, the case highlights the urgent need to guide and regulate minors' online behavior, which presents the following problems:
1. Minors' excessive engagement in online entertainment and consumption requires enhanced guidance. In the domains of online gaming and live streaming, minors are prone to becoming addicted. In some cases, minors have been using these services for periods ranging from six months to two years, and there have even been instances where individual minors, despite their parents' efforts to prevent them from making in-game purchases or donations, managed to secretly make such transactions after receiving refunds from the platforms. Furthermore, the case reveals that minors' negative online behavior can easily influence one another. For example, in certain instances, minors have learned to download games, register accounts, and bypass platform restrictions under the guidance of other minors. Additionally, impulsive spending by minors extends beyond gaming-related purchases, live streaming donations, and online shopping. Minors also display enthusiasm for blind box purchases, gift lotteries, and gambling-like mini-games. For instance, some minors have spent over tens of thousands RMB on blind boxes, while others have spent more than RMB 20,000 yuan in a single day to reward live streamers with gifts valued at over RMB 10,000 yuan. Moreover, there have been cases where minors have spent over RMB 600,000 yuan in a month on gambling-like mini-games.
2. Phenomenon of minors evading parental supervision and anti-addiction measures in litigation is particularly prominent. In the cases reviewed by our Court, the vast majority of minors exhibited behavior involving evading parental supervision and bypassing platform authentication measures. For example, some minors have stolen their guardians' identification documents to register, record, or modify their guardians' payment passwords and delete payment-related messages, making it difficult for parents to discover their recharge activities in the short term. Minors even help one another evade parental supervision. Some cases have revealed instances where minors have provided other minors with their parents' personal information, assisting them in bypassing the system designed for minors.
3. Minors are susceptible to the influence of harmful information. Some minors browse the internet for inappropriate content, including explicit, violent, and gory material. Additionally, minors can be influenced by online flame wars and the tactics employed by "internet water armies", leading them to imitate negative online behavior. This, in turn, transforms school conflicts and differences of opinion into online bullying, turning the internet into a means for minors to infringe upon others’ rights. Under the influence of false information on the internet, some minors exploit online platforms for secondhand transactions by publishing false information about the sale of shopping cards, resulting in fraud and the misappropriation of others' property.
Minors engaging in online sales often become entangled in disputes. Over the past year, our Court has witnessed a significant increase in disputes involving minors selling products online. For instance, some minors have opened online stores to sell merchandise related to "fandom culture", leading to group disputes. Furthermore, there have been cases in which minors exchange goods on secondhand platforms, resulting in controversies. Due to their limited social experience and personal resources, minors are more prone to engaging in unregulated behavior during online transactions, putting them at a disadvantaged position in legal proceedings.
(II) Insufficient Internet Literacy among Guardians and Inadequate Guidance and Supervision over Minors' Internet Usage
1. Guardians per se lack necessary internet literacy and legal awareness. Some cases reveal that guardians have limited internet proficiency or even exhibit excessive engagement in online entertainment, thereby lacking the ability to provide positive guidance regarding minors' internet usage. For instance, in many cases, guardians do not know or use parental control features. Some guardians, even during litigation, remain unaware of the software functionalities used by minors or how the minors completed their transactions, making it challenging to present effective evidence. Additionally, certain adult parties involved in emotional or family disputes lack legal awareness and target minors, causing harm to their reputation, portrait, or privacy rights.
2. Guardians fail to properly manage smart devices, account passwords, and exhibit insufficient awareness of property security. Cases illustrate that, some guardians lack strong security awareness, leading children to easily access their mobile phones, ID numbers, bank card details, payment passwords, and bypass platform restrictions. For instance, in the case between Zhang and a certain live streaming platform, the child was familiar with their mother's payment and login passwords, easily obtained the mother's identification documents for account registration, and even had the mother assist in facial recognition verification.
Guardians fail to monitor and educate their children's online behavior sufficiently and lack effective educational guidance. In most cases, guardians are busy with work and have limited time to accompany their children, resulting in insufficient attention to minors' internet usage. For example, in a case involving a minor who made donations to a live streamer, the child resided with their aunt and uncle over a long period of time, and both parents and the actual caregivers had no knowledge of the child's internet activities, leading to a lack of guidance.
(III) Further Improvements Needed in the Protection Mechanisms for Minors by Internet Service Providers
Some internet service providers still require strengthening their mechanisms for identifying and protecting minors' identities. Cases highlight that certain providers' real-name authentication features are unable to effectively identify minors. For instance, in the case between Li and a gaming platform, users can complete adult identity authentication merely by inputting their ID numbers, without additional means such as ID card photos or facial recognition. This allows minors in the case to easily bypass anti-addiction measures by obtaining an adult's ID number. Some providers, even when capable of identifying minors' identities, fail to implement effective protective measures. In the case between Yu and a gaming company, the company required users to upload their ID cards, but after the minor Yu uploaded their ID card, no consumption restrictions were applied, resulting in Yu making over RMB 600,000 yuan in purchases within a month. Similarly, in the case between Yan and an e-commerce platform regarding online shopping, although the platform acknowledged collecting users' personal information for personalized recommendations, they did not implement reasonable and effective prompts or restrictions when Yan, a minor, filled out the age.. Additionally, in the case involving a minor named Su opening an online store, disputes arose due to the ease with which minors under 18 years old could open a store without verification or appropriate warnings, resulting in group disputes after contractual breaches.
2. The effectiveness of protective modes for minors remains limited. During the case proceedings, we observed that although some online products have modes specifically designed for minors or teenagers, the content may lack appeal, resulting in rarely use among minors. Additionally, some online products' protective mechanisms for minors are merely superficial, failing to provide effective consumption prompts or restrictions for underage users. For example, in the case between Zhao and a social media platform regarding recharge and gifting, the platform offered a mode for minors, but in practice, it was unusable, failing to fulfill its intended purpose.
3. Some platforms lack sufficient supervision and management of their users. For instance, certain live streaming platforms inadequately manage their broadcasters, allowing instances where broadcasters induce minors to make purchases, such as through WeChat by encouraging them to reward or transfer money for game items. Furthermore, some e-commerce platforms inadequately supervise and manage online stores that sell special products, lacking proper and comprehensive notifications prohibiting the provision of game top-up services to minors.
The complaint handling mechanisms for disputes involving minors need further improvement. Guardians involved in disputes have expressed that some online platforms involved in the cases lack dedicated channels for complaints related to minors. As a result, complaint handling is often untimely and insufficient, failing to reflect the principle of special and priority protection for minors.
(IV) Awareness of Protecting Minors Yet to Be Strengthened 
1. Some internet users intentionally or unintentionally engage in activities that infringe upon the legal rights of minors. For example, some individuals maliciously edit videos containing the portrait of minors and post them on the internet without blurring or obscuring their portraits. Others casually share surveillance videos containing the portraits of minors in homeowner groups. In some cases related to soccer matches, videos containing the portraits of minors are published along with derogatory language such as "poor character".
2. Some self-media platforms and marketing accounts excessively exploit and infringe upon the rights of minors for marketing or attracting attention. In several cases involving the infringement of minors' portrait rights, many marketing accounts gain popularity by publishing articles featuring photos and videos of celebrity children, analyzing their behaviors, and recommending related children's training, lectures, and books. In another case involving infringement caused by medical treatment, the hospital recorded the minor's treatment process without their consent and uploaded it to the Douyin platform, revealing the plaintiff's portrait and medical information, accompanied by disparaging comments.
3. Various forms of online scams targeting minors continue to emerge. In some cases, suspects post false threatening messages in QQ groups, inducing minors to make payment for shopping platform recharge orders on their behalf, thereby illegally obtaining the property of minors or their parents.
III. Analysis of the Reasons for the Aforementioned Issues
From an individual perspective, minors are in a critical period of rapid physical and mental development, self-awareness formation, and moral cultivation. They have limited self-cognitive and self-regulation abilities, and their thoughts are not yet fully matured. Their values have not completely formed, making them vulnerable to the influence of various types of information on the internet. Furthermore, due to a weak sense of legal awareness, they believe that they can easily evade supervision and legal responsibility on the internet, leading to the commission of illegal acts.
From a family perspective, parents or other guardians lack effective companionship and communication with minors due to insufficient awareness, inadequate capabilities, and busy work. They fail to timely realize and grasp the changes in the minors' thoughts and provide positive guidance in their internet usage, resulting in issues such as internet addiction and network infringements.
From a perspective of other entities and society, first, some internet service providers still lack awareness and mechanisms for protecting minors. Despite the publishment of relevant regulatory documents and the implementation of multiple special operations in recent years to protect minors in areas such as online gaming and live streaming, disputes have revealed that certain new social media platforms and information content platforms have become breeding grounds for infringements. Second, there is a need to strengthen internet literacy education in schools. Minors' primary social interactions occur within the school environment and are influenced by their peers' online behaviors. However, some schools still lack systematic education on internet safety and literacy. Third, relevant administrative departments need to improve their supervision of the obligations and content classification of internet product and service providers. There are issues of imperfect systems and unclear functional divisions in implementing the protection of minors in the Internet environment. Fourth, there is a need to enhance the overall awareness of protecting minors within society, particularly in protecting their legal rights and interests on the Internet.
IV. Our Court's Approach to Adjudicating Civil Disputes Involving Minors
Our Court has actively established judicial rules through the adjudication of cases related to minors, such as those involving online consumption, online entertainment, and online speech.
(I) Strengthening Content Supervision and Clarifying that Goods and Services Provided to Minors Must Comply with their Physical and Mental Well-Being
According to the Law on the Protection of Minors, any organization or individual that publishes, disseminates, or transmits online information containing content that may affect the physical and mental health of minors should provide prominent warnings. However, in practice, there is still controversy over how to define "information that may affect the physical and mental health of minors". Particularly, the widespread nature of internet users and the virtual nature of online platforms present challenges in determining the legality of online content. In the case of "Recharge of Adult-oriented Comic App", our Court determined that if a comic work that easily attracts minors contains content that may affect their physical and mental health but lacks appropriate and prominent warnings, the contractual provisions contradict public order and good customs, rendering them invalid. This case provides important guidance for the judiciary on how to determine such information's "potential effects on minors' physical and mental well-being" and the legal consequences.
(II) Regulating Online Consumption Behavior and Clarifying Fault and Liability in Online Consumption
In disputes involving minors' online service contracts, cases related to rewarding and gifting have a high proportion. Network service providers, such as gaming and live streaming platforms, should strictly fulfill their supervisory and reviewing obligations, as well as fully implement mechanisms for identifying minors' identities and restricting their consumption. Profit-seeking should not override the rights and interests of minors. Simultaneously, guardians of minors should take their  responsibilities for guarding . In the case of "Excessive Recharge by Minors in a Aleatory Game", our Court determined that when a minor has already completed real-name authentication, if the network platform allows the minors to recharge and rewardwithout proper restrictions based on technical limitations, the network platform is at fault. In such cases, the substantial portion of the recharge amount should be refunded. If the minor and the guardian share faults, they should bear corresponding responsibilities. In the case of "Dispute Over Minors Opening an Online Store", the e-commerce platform failed to conduct sufficient reviewing  and provide appropriate warnings when minors opened stores. The minors engaged in activities that were not suitable for their financial situation, ultimately leading to breach of contract, which washarm to the legitimate rights of others. After properly mediating the dispute, our Court sent judicial recommendations to the platform regarding the need to improve mechanisms for verifying and supervising minors over 16 years old operating as platform operators.Besides, our Court alsoaddressedmanagement loopholes in monitoring the operation status of their stores and provided  delivery notifications and confirmations.
(III) Strengthening the Protection of Minors' Personality Rights and Clarifying Responsibilities in Promotion and Personal Disputes Involving Infringement of Minors' Personality Rights
With the Internet, information spreads quickly and widely, which results in more severe consequences ifinfringements occur. In online communication, greater emphasis should be placed on protecting minors' personality rights. In the case of "Infringement of Minors' Personality Rights by a Hospital's Medical Promotional Short Video", our Court clarified that the dissemination  of medical knowledge should not infringe upon the legitimate rights of minors. Special attention should be paid to avoiding labeling minors with terms such as "bad habits" or "defects", because this can lower their social evaluation and cause irreparable harm to their physical and mental well-being. Ultimately, our Court decided that the hospital and the participating doctor were found jointly liable for the infringement. In the case of "Infringement of Minors' Personality Rights in an Adult Emotional Dispute", the deliberate attack on children of the other party was determined to constitute an infringement of their right to reputation. This case underscored the importance of protecting minors' personality rights and preventing disputes between adults  affecting the physical and mental well-being of minors.
(IV) Supporting Effective Management by Platforms and Clarifying that Network Service Providers Can Take Reasonable Measures against Actions Infringing Upon Minors' Rights
The Law on the Protection of Minors explicitly stipulates the obligations of network service providers to prevent and stop acts that infringe upon minors' legitimate rights. In recent years, the content involving obscene material targeting minors and the content promoting excessive consumption among minors have not only infringed upon their legitimate rights but also disrupted the online content ecosystem and even potentially led to more serious criminal activities. In the case of "Ban of Accounts Promoting Child Love on a Short Video Platform", our Court recognized that the legitimacy of reasonable and effective measures should be taken by network platforms. They should restrict accounts that are identified, through technological and manual means, which islikely to infringe upon minors' legitimate rights or publish content of an obscene nature. Our Court firmly supports the implementation of the responsibilities of network platforms in protecting minors. Furthermore, regarding cases where adults falsely claim to be minors in order to request refunds, our Court, in the case of "Account Freezing in a Case of Impersonating a Minor for Refund", supported the reasonable measures taken by network service providers to prevent continuous recharge by minors, thereby rejecting dishonest behavior in the online space.
V. Our Court's Measures on Strengthening the Judicial Protection of Minors on the Internet
We have always attached great importance to the protection of minors. In May 2021, it established the first Internet Juvenile Court in our country, specializing in the cases involving minors in cyberspace. This has marked a new phase in the judicial protection of minors in the digital realm.
Enhancing Institutional Safeguards and Creating the "Guard the Future" Brand of Minor Protection
To improve  the professionalism of juvenile trial work, our Court has promulgated various institutional documents, such as the Opinions on Strengthening the Judicial Protection of Minors in Cyberspace and the Work Methods (Trial) of Vice Presidents in Charge of Legal Affairs (trial version), to comprehensively advance the work concerning trials involving minors. Efforts have been made to perfect the construction of professional teams, consolidate the foundation of juvenile trial work. Currently, there are five specialized teams dedicated to juvenile trials, comprising judges, which havewith strong expertise and familiarity with the psychological and physical characteristics of minors, as well as other judicial support personnel. The establishment of the "Guard the Future" work station embodies the prioritization of minor protection, adherence to the highest standards, and the emphasis on the unique characteristics of Beijing. With the internet-based approach and multi-party collaboration, it seeks to "safeguard the path of growth with the light of  law". The work station includes platforms for publicity,  education, theoretical research, and coordinated development, providing comprehensive legal support, cutting-edge research achievements, and professional guidance on family education for the judicial protection of minors' online rights. It has become a new frontier in the protection of minors on the internet within the judicial system. The "Guard the Future" work mechanism was selected as one of the Top Ten Innovative Cases in China's Cyberspace Governance in 2022.
Implementing the Principle of Special Priority Protection for Minors and Establishing the "Four Mechanisms" for Juvenile Case Adjudication
Adhering to the principle that is most beneficial to minors, we have established the "Four Mechanisms" for the adjudication of cases involving minors. These mechanisms include the "case notification, priority service, comprehensive mediation, and cultivation and publication of exemplary cases" . At the filing stage, all cases involving minors are duly marked for attention. In the litigation process, cases involving minors are served within a minimum of one day,and the defendant has an average of 27 days to answer . We have strengthened comprehensive mediation throughout the entire process of juvenile cases and established a mechanism that encompasses "pre-litigation specialized mediation + mediation by entrusted professional organizations during litigation + post-litigation participation in family education guidance". We have introduced professional mediators from the Mediation Working Committee of the Internet Society of China to join our mediation organization. They are specifically responsible for mediating cases involving minors, with a total mediation value exceeding RMB 1 million yuan. Over the past year, our Court has successfully resolved cases involving minors' recharge and reward disputes, with a total value exceeding RMB 3 million yuan. In judicial judgments, we place great emphasis on the protection of minors' legitimate rights . Cases such as the "girl bound to a tree video" persnality rights case and the "soft pornographic comics" service contract case have been recognized as outstanding juvenile cases in the judgments of Beijing courts in 2022. These cases also serve as exemplars for promoting the socialist core values by the People's Court. Through the implementation of the "Four Mechanisms", many minors and parents have expressed their appreciation for the humane care provided by the judiciary. Several judges have received handwritten letters of gratitude and commendations from minors themselves.
Leveraging Extended Protection and Actively Enhancing Internet Literacy for Minors and Parents
Our Court utilizes  the first online family education guidance platform in the national court system, known as "Guard the Future", to its full potential. The platform has already curated over 40 professional video courses on three main themes: "healthy internet use, rule of law in cyberspace, and family education". These courses are widely employed for family education guidance and legal awareness promotion. Since its establishment, the Juvenile Court has conducted family education guidance sessions for seven  times and issued six  family education guidance orders. We have established a talent pool of Vice Presidents in Charge of Legal Affairs covering all departments of our Court. We have also developed unified teaching materials, and utilized mechanisms such as Vice Presidents in Charge of Legal Affairs and mobile lecture halls. Our judge team visits schools and communities to provide internet literacy education, reaching over a thousand adolescents and their family members. Recently, a minor involved in a game recharge case, after receiving family education guidance through a visit to the Internet Court, voluntarily became a "Guard the Future" ambassador within our Court. They are actively involved in promoting educational activities that help other minors prevent internet addiction.

Leveraging the Role of Judicial Recommendations to Promote the Strengthening of Minors' Protection Mechanisms on Online Platforms

Over the past year, our Court has issued three judicial recommendations to well-known online platforms, focusing on areas such as minors' recharge and reward activities, internet culture  and online  transactions. These recommendations aim to actively encourage platforms to enhance the protection of minors. In response to situations where minors purchase recharge services through online shopping platforms, we issued judicial recommendations to these platform, and received a reply indicating their commitment to strengthening the prompt mechanism for minors regarding recharge services. As to  the issue of online comic platforms failing to provide sufficient warnings for content, which was unsuitable for minors, we issued a judicial recommendation to a comic platform. In response, the platform pledged to enhance the identification mechanism for minors and remove content that may adversely affect their mental and physical well-being. Additionally, we sent a judicial recommendation to some  online shopping platform, urging them to improve the review and prompt mechanisms for minors opening online stores, as well as implementing prompt and confirmation mechanisms for virtual deliveries.
Strengthening Educational Promotion to Foster Consensus in Society for Protecting Minors
Our Court fully plays  its role as one of the first batch of demonstration bases for legal publicity and education in Beijing. We have organized open day events, inviting over 200 primary and secondary school students to visit our Court. They experienced the forefront of internet judiciary, and receive internet literacy education and legal sense education. We have independently created "Guard the Future" micro-lessons, micro-theaters, and micro-comics, with a total view count exceeding 2.2 million. We have collaborated with the Central Committee of the Communist Youth League, the Supreme People's Court, People's Court Daily, and other organizations to conduct online open day and live legal education broadcasts, reaching an accumulated audience of over one million people. We have established the "Guard the Future" volunteer team. On the one hand, we recruit volunteers from our Court and partnered with the China Braille Library to provide audio legal reading materials to visually impaired children. On the other hand, we also encourage students and children in our cases to become the volunteeers. Recently, a minor client in a game-recharge case received family education  guidance by visiting our Court, and decided to became the minor volunteer. He wishes to help more and more minors to take part in the publicity of preventing cyberspace addiction.
VI. Our Court's Recommendations for Strengthening the Protection of Minors in the Online Environment
Parents Should Fulfill Their Responsibilities and Be the Primary Educators for Their Children
As for children, Parents are their first teachers , and home is their first school. As digital natives, the development of the younger generation's internet literacy relies on parental guidance and the nurturing of a positive  family environment. To  parents, we propose the following recommendations. Firstly, parents should improve children’s  own internet skills and help them overcome bad internet habits by actively using internet protection software, smart devices, and youth-oriented modes of internet usage. Secondly, parents should enhance the quality of parent-child companionship by scheduling some  leisure activities and managing the time their children spend online, thus preventing minors becoming addicted to the internet. Thirdly, parents should keep  their  online platform accounts and payment methods by securely managing passwords. Fourthly, guide minors to develop a correct worldview, outlook on life, and value standard, which could avoid the transformation of offline conflicts into online ones, and skillfully resolving conflicts in daily life.
Relevant Market Entities Should Strictly Comply with Legal Requirements and Continuously Optimize Network Services and Products Tailored to Minors
In terms of product development and manufacturing, manufacturers and sellers of smart devices should actively research and produce internet protection software that caters to the physical and mental development characteristics of minors. In terms of user management, internet service providers should, within the framework of legal provisions, strengthen the identification, guidance, and management of underage users through reasonable systems and technological means, effectively preventing minors from becoming addicted to the internet. E-commerce platforms should enhance their identity verification mechanisms, particularly by verifying the  capacity for civil conduct  of platform operators, regulate the business activities of minors, and strengthen supervision, management, and penalties for providing game accounts and recharge services to minors. In terms of content supervision , internet service providers should continuously improve their ability to identify illegal and irregular content models, enhance the professionalism and effectiveness of manual content review, especially strengthening the construction of content review systems that may affect the mental and physical well-being of minors, and optimize content blocking mechanisms that protect the legitimate rights of minors. They should also enrich content development by creating diverse content systems suitable for minors, encouraging and guiding minors to pay for the content that has informational and exploratory value. In terms of dispute resolution mechanisms, it is imperative to enhance the mechanisms dedicated to addressing online disputes involving minors, striving for the effective resolution of such conflicts.
Schools Should Intensify Their Efforts in Nurturing Students' Awareness of Online Security and Cultivating Their Internet Literacy Education
Schools should adapt to the digital era and the age of artificial intelligence, actively engage in internet literacy education that aligns with the characteristics of the era  and the cognitive development of minors. This education should focus on cultivating minors' awareness of network ethics and standard of behaviors, promoting the understanding of rule of law and behavioral norms in cyberspace, enhancing their internet proficiency, and ensuring the safety of their personal and financial information. Through the cultivation of scientific literacy and digital skills, minors should be guided to continuously improve their ability to learn and navigate the online world. In cases where signs of internet addiction, excessive consumption, or engaging in harmful online behavior, it is essential to promptly collaborate with parents to provide education and guidance. We need to help students develop healthy online habits, foster their awareness of online safety, and strengthen their abilities to obtain and analyze digital information.
 Departments Should Strengthen Their Responsibilities, Enforce Laws Rigorously, and Unite Efforts to Protect Minors in the Online World

The  departments should provide guidance and support to schools in implementing internet literacy education for minors. Specific evaluation criteria should be established for such education.support should be given to schools in hiring teachers with the necessary expertise to deliver professional internet literacy education to students. Administrative standards or industry guidelines should be developed for smart devices used by minors, clearly defining the standards and requirements for relevant technologies and products. A specialized administrative enforcement system should be established to address severe violations of laws and regulations that infringe upon the legitimate rights of minors. Furthermore, efforts should be made to further improve and refine the system for providing guidance in family education, optimizing the available resources for family education guidance, and reinforcing the responsibilities of stakeholders.
The Society Should Promote Positive Values and Create a Healthy Online Environment for the Well-Being of Minors

Minors are the future of our nation and the hope of our society. Their strong curiosity guides them to explore the internet, which presents both opportunities and challenges to them. It is essential for the entire society to take care of and protectminors, working together to nurture their healthy growth and create a positive environment. We should collectively plant the seeds and nurture the saplings, allowing them to grow into a flourishing forest. The entire society should adhere to the principles that are most favorable to minors and prioritize their protection. We must strive to create an online space that is characterized by purity and righteousness, ensuring the well-being of our young generation.


